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We are living in a “World of One Click”…
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...and you can get hacked in “One Click”
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SECURITY WITHOUT COMPROMISE

We know that

COMPLEX SLOWBORDERLESS

SEAMLESS POWERFULINTELLIGENT
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Trend #1 - Cloud Adoption Accelerating

 $318B Public Cloud Services 

market by 2019 *

 Cloud Security Barrier to Cloud 

Adoption

* Gartner
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Trend #2 - 6.4 Billion Connected “Things” Predicted for 
2016

 Will reach 20 Billion by 2020*

 Majority will be “Connected” 

Wirelessly

 Most will be Headless and have NO 

Security

* Gartner
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Trend #3 – CyberSecurity Skills Shortage 

 Enterprises struggling to cope

 ESG – Cybersecurity specialist 

hardest IT position to fill

» Global MSS Market to reach 

$29.9B*

* AMR
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Bridging the Gap between Strategy and Reality

Joining A Strategy to Real Life Solutions

Business 

Strategy Security For A New World
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Bridging the Gap between Strategy and Reality

Joining A Strategy to Real Life Solutions

Realization ATP SAA
Enterprise 

Firewall

Cloud 

Security
DC Security

Business 

Strategy Security For A New World
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Bridging the Gap between Strategy and Reality

Joining A Strategy to Real Life Solutions

Technology 

Vision

Realization ATP SAA
Enterprise 

Firewall

Cloud 

Security
DC Security

Business 

Strategy Security For A New World

FORTINET SECURITY FABRIC
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Introducing the Fortinet Security Fabric
Network Security

Operations

Threat

Intelligence

Partner

Integration

Network
Secure LAN 

Access

Secure WLAN 

Access

Secure Cloud

Secure Devices

SandboxingPolicy

Email

Security
Web

Security

Infrastructure

 Scalable

 Aware

 Secure

 Actionable

 Open
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Key Fabric Attributes

Access to Data Center, IoT to Cloud

ActionableSecureScalabilityScalable OpenAware
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Device Access Network Cloud

Distributed

Enterprise

Edge Segmentation

Branch
Data Center

Carrier 

Class
Private Cloud IaaS/SaaS

WLAN / LAN

Rugged

Device

>1G

Appliance

>5G

Appliance

>30G

Appliance

>300G

Chassis

>Terabit

Virtual Machine

SDN/NFV

Virtual Machine

On Demand

Endpoint
SDN

Provisioned

Distributed

NSF

Single Pane of Glass 

(Management)

Global & Local 

Security Updates

Single Network 

Operating System

Scalable from Access to Data Center, IoT to Cloud
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Key Fabric Attributes

Access to Data Center, IoT to Cloud

ActionableSecureScalable OpenAware
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A Learning Mode

Combating Complexity

MONITOR AND LEARN 

User 

Identification

Who is connected?

Device 

Identification

What devices do we have?

Physical 

Topology

How are they connected?

Network & 

Application Topology

What Policies do we need?
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Key Fabric Attributes

Access to Data Center, IoT to Cloud

ActionableScalable OpenAware Secure
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Parallel Path Processing (PPP)

Packet

Processing

Content

Inspection

Policy

Management

Maintaining Security for the Network

Comprehensive Security with Full Performance

CPU Only

Policy Management

Packet Processing

Deep Inspection

More Performance

Less Latency

Less Power

Less Space

CPU

Optimised

SoC
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Security for the Cloud Throughout the Cloud Journey

VIRTUALIZATION
Hypervisor Port

Hypervisor

PUBLIC CLOUD
On-Demand

IaaS Cloud

NGFW WAF Management Reporting APT

SaaS Cloud

Proxy CASI Broker API

PRIVATE CLOUD
SDN - Orchestration Integration

Connector API

East-West North-South

Flow
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Secure Access From Windows to IoT

Secure

Access Switch

IoT

BYOD

Windows

MAC

Infrastructure

Integrated

Cloud
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Security Across all of the Network - Global and Local

Threat Intelligence for Security Efficacy
App Control Antivirus Anti-spam

IPS Web App Database

Web
Filtering

Vulnerability
Management

Botnet
Mobile

Security

Cloud
Sandbox

Deep
App Control

PartnerFortiWebFortiMailFortiClient FortiGate

Threat 

Researchers

Threat Intelligence 

Exchange

Advanced Threat Protection

FortiSandbox
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Key Fabric Attributes

Access to Data Center, IoT to Cloud

Scalable OpenAware Secure Actionable
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Actionable Across the Whole Network

WAN Data CenterAccess

IoT Mobile

PoS Windows

Support Services Single Pane of Glass Migration to Cloud Based Systems

FortiCare FortiCloud FortiGuard+ Cloud FortiSanboxFortiManager
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Key Fabric Attributes

Access to Data Center, IoT to Cloud

Scalable Aware Secure Actionable Open
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Further Strengthening the Fortinet Security Fabric 

SIEM

SDNEndpoint

CloudVulnerability

Management

Virtualization

Network & 

Security Ops



HOW CAN I BUY THE 
FORTINET SECURITY FABRIC?



26

You Already Have It!

FortiLink

Security Fabric
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Fortinet Security Fabric – What Does it Do? 

PROVIDES A FRAMEWORK 

FOR MEETING TODAY’S 

AND TOMORROW’S 

SECURITY CHALLENGES

BRINGS THE POWER 

OF THREAT INTELLIGENCE 

TO ALL FOUR CORNERS 

OF A NETWORK

ENABLES 

COLLABORATION 

AND AN EVER GROWING 

ECOSYSTEM
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Cloud SDN Sandbox

Test/SSO System Integrator SIEM Management

Ecosystem Integration Points




