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A path towards GDPR – tasks and activities 
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DOCUMENT AND KEEP TRACK (A.24)

EVALUATE REQUIRED APPLICATION MODIFICATIONS TO GUARANTEE RIGHTS OF 
DATA SUBJECT (A.15-20)

ENFORCE GOOD IT AND GOOD SECURITY ACROSS THE STACK (A.32, A.25)

DISCOVER SENSITIVE 
DATA

CREATE SYSTEMS AND 
SOFTWARE 
INVENTORY

ADAPT INCIDENT RESPONSE PROCESS (A.33; A.34) AND COMPANY RISK 
PRACTICES INCLUDING DPIA (A.35)

APPLICATION 
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ACCESS CONTROL

DATA PROTECTION

MONITORING, BLOCKING 
AND AUDITING

SECURE CONFIGURATION
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Modernize identity 
management to guarantee 
authentication and 
authorization both for 
business user and IT 
personnel

Protect the data wherever 
it is (encryption A.32) and 
avoid using real data 
where non necessary (A.5 
and W.26)

Collect, secure and analyze 
audit logs and implement 
boundary defenses

Secure configurations, 
remediate vulnerabilities,  
and control production 
baselines
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A path towards GDPR – detailed product mapping 
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2 3 4

ID Product / Suite
1 Enterprise Manager - Automatic 

Discovery
2 Enterprise Metadata 

Management
3 Enterprise Data Quality
4 Application Data Modeling -

Sensitive Data Discovery
5 Enterprise Manager - Config. 

and Compliance pack
6 Configuration and Compliance 

Cloud Service
7 Advanced Security and Key 

Vault
8 Database Masking and 

Subsetting
9 Database Vault

10 Identity Governance
11 Access Management
12 Centralized Directory
13 Identity Cloud Service
14 Security Monitoring and 

Analytics
15 Audit Vault & DB Firewall
16 Cloud Access Security Broker
17 Data Guard and Real 

Application Cluster
18 Exadata and Supercluster
19 Zero Data Loss Recovery 

Appliance & ZFS
20 SPARC / Solaris
21 Customer Data Management 

Cloud Service
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ENFORCE GOOD IT AND GOOD SECURITY ACROSS THE STACK (A.32, A.25)
17 18 19 20

10 11 12 13

EVALUATE REQUIRED APPLICATION MODIFICATIONS TO GUARANTEE RIGHTS OF 
DATA SUBJECT (A.15-20) 21
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